Instructions for Accessing the Hyperion Forecast and Reporting system when OffsiteNOTE: Installing the campus VPN will require a reboot to complete the process.  Save all your work before installing this VPN.  You must also have Administrator rights to your machine in order to install the VPN client.


Background
Because  ITS (campus) hosts the Hyperion system instead of MCIT (UMHS), we cannot get to it via the MCIT Virtual Private Network (VPN) when we are not in the office.  We need to establish a connection directly to the campus.  Below are instructions on how to install the campus version of the Cisco VPN and how to use it.
The ITS VPN is easy to download and install
From link below, browse to your "supported operating System" "windows".   http://www.itcom.itd.umich.edu/vpn/
[image: ]
You install this like any other piece of software.  You will be asked to certify that you intend to abide by the U.S. Department of Commerce Bureau of Export Administration Act.  This should not be a problem.[image: ]
Once you accept this you will need to log in using your unique name and Kerberos password (the same on you use to access Hyperion).  Depending on your operating system (OS), download the appropriate client 32 or 64 bit (Windows XP and our version of Windows 7 are 32 bit). Follow the instructions on the page.
 [image: ]  
[image: ]If you are familiar with saving and installing software from the install files, click “Save”, otherwise simply click “Run”.  Once the VPN client is installed, you will need to reboot your computer to complete the process.
Start the VPN
[image: ]Once you have installed the Cisco VPN, launch it in order to connect to Hyperion in the same manner as you would if you were in the office.  Make sure you choose the correct VPN.  Both are from Cisco, but campus’ VPN is not the same as our Cisco AnyConnect. Important Note
Using the Campus VPN and the MCIT VPN should not be attempted at the same time. Disconnect from the MCIT VPN before connecting to the campus VPN.  If you do not, your machine will behave unpredictably. You cannot access the Hyperion system and still have access to your network drives; save all your open documents and drafts before you switch from the MCIT VPN to the campus VPN!

Once prompted, choose the “All Traffic” VPN profile and click “Connect”. [image: ]
[image: ]Fill in your unique name and Kerberos password and click “OK”.  Once connected, you should see an image of a small lock, which is closed.  Note that if the block M symbol of the MCIT VPN is still bright  maize and blue, you are still connected.  Disconnect the MCIT VPN immediately. 


You are now connected
Now you can access Hyperion Workspace (aka Planning Web) via Wolverine Access just as you do while in the office.  You can also use Smart View, but if you create your own ad hoc analysis, you should save the file to your desktop before disconnecting from the campus VPN and re-establishing your connection to our VPN.
What you can and cannot do while connected to the Cisco VPN (Campus/ITS)[footnoteRef:1]. [1:  Assuming you disconnect from AnyConnect before connecting to the campus VPN.  If you are connected to both, you will have unpredictable and erratic results.] 

You can use Microsoft Lync[footnoteRef:2], but you cannot use Outlook. [2:  It may attempt to auto-connect and fail, but you can manually connect.] 

You cannot use your Novell mapped drives.
You cannot access the UMHS home page, but you can eventually get to Hyperion (Workspace) by way of Wolverine Access if you start with the U of M home page (http://www.umich.edu).
Alternately, you can bookmark this link https://findatamgr.dsc.umich.edu/workspace/index.jsp and navigate directly to Hyperion.
[bookmark: _GoBack]
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WARNING

‘The software i this file is cryptographic software subjectto export controls underthe U.S. Department of Commerce Bureau of Export
Administration Act and it may not be exported without a license

In selecting this software for download

= You agree that you are aware that this software contains encryption technology that s subject fo the U.S Export Administration
Regulations (EAR) and other US. law, and may not be exported, resold, or ransferred to restricted parties s outlined in EAR, 15
CFR.Pars 730-774, and the Bureau of Export Administration (BX).

= You are notlocated in, or traveling to, these restricted countries: Afghanistan, Iraq, Sudan, Cuba, Libya, Syria, Iran, North Korea.

= You are notinvolved in any nuclear, missile, chemical o biological warfare prolferation activiies.

NoThanks Continue
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U-M Virtual Private Network (VPN)
Windows VPN Client and U-M VPN profiles

In order to use the U-H VPN, you must be running Windows 2000 of higher and have  network card installed on your PC. Ifyou are
going to use the Ul Wireless VPN profile, you must also have 3 wireless network card installed. Wanufacturer-installed cards will
work. See the Cisco Release Notes for VPN Client for more information. Hake sure your machine meets the minimum system

requirements Overview
Cisco VPN Client Downloads.
Documentation & FAQ

Ifyou do not have the Cisco VPN clientinstalled on your computer.
Links
= Download the Windows VPN clientirom this page, using download link below. You will be asked to authenticate, use your
‘unigname and umich password.
= Save the program to your deskiop. Double-click the CiscoVPN installer icon to install the client
Reboot your computer.
Startthe client You should see the UMVPN - Only U-H Traffic (on-campus) and the UMVPN - All Traffic/Everything (ofi-campus) profiles in the Connection Entries. If
you o not, remove the U-H1 VPN clientfrom your computer and reinstall it
= Once you have the client and profiles on your computer, make sure you have  network connection, select the the appropriate profile and click the Connect button
(Windows 8 users select the appropriate profile after clicking Connect). You will prompted for your uniqname and umich password. Once you have done this, you wil bl
connectedto the University of Michigan network securely.

Download the 32.bit Cisco VEN dlient and U-t VPN profiles for Windows 2000XP/Vista and Windows 7

‘This installer will only run on a 64.bit Windows system:
Download the 64.bit Cisco VPN dlient and U-Li VPN profiles for Windows 2000XP/Vista and Windows 7

Use this one.

Ifyou are unsure whether your laptop is  32- or 64-bit system, see Licrosoft Help and Support Article 827218
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File Download - Security Warning

Do you want to run or save this file?

Neme: vpnclent-uin-msi-S.0.07.028045.exe
Type: Appication, 7.6V
From:  wwww.tcom.itd.umich.edu

Whie fles fromthe Intemet can be useful, tis il type can
potentialy ham your computer. you do ot tustthe source, do ot
o orsave this software. What's th rsk?
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U-M Virtual Private Network (VPN)

The U-M Virtual Private Network (VPN) is available to all University of Michigan students, faculty
staff, and sponsored affiiates who have a valid U-H uniqname and umich Kerberos password
Itprovides an encrypted VPN for al network-computing needs. Using the Cisco VPN client—
along with the appropriate U-M VPN profile—provides a secure computing experience when
accessing a University of Michigan network rom a remote location or when using a wireless
connection. Ifyou already have the Cisco VPN Client installed on your computer, simply import
the U-M VPN profile(s) for your Operating System

A separate profile is also available for U-M alumni and retirees. See the FAQ for more
information about this profile.

Supported Operating Systems




